# Professional statement outline

## Step one

**List two to three strengths that you currently have or are committed to developing** (e.g., strong written and verbal communication, time management, programming, etc.).

**Integrity, Honesty, Ethical, and Driven to learn new concepts and ideas in cybersecurity, programming and communication.**

## Step two

**List one to two values you have** (e.g., protecting organizations, protecting people, adhering to laws, ensuring equitable access, etc.).

**My values are of the utmost importance to me and to the company I am working for.**

**Respect, Leadership, training and open communication at all levels makes the work environment and the success of the company that I am employed with succeed.**

## Step three

Ask yourself some **clarifying questions** to determine what to include in your professional statement:

1. What most interests me about the field of cybersecurity?
2. **Being able to solve problems and be proactive in making sure the company is as secure as possible from inside and out.**
3. Who is the audience for my professional statement (e.g., cybersecurity recruiters, specific organizations, government employers, etc.)?
4. **All at this point**
5. In what ways can my strengths, values, and interest in cybersecurity support the security goals of various organizations?
6. ***I am enthusiastic about information security and enjoy finding solutions that can positively impact on an organization and the people it serves. I place high value on maintaining a strong security posture to help protect sensitive information and mitigate risk.***